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Abstract:

The digital revolution is transforming internal auditing in the public sector by reshaping mechanisms of
control, accountability, and performance management. This paper examines how digitalization and artificial
intelligence are redefining internal audit practices in Moroccan public institutions. The research aims to
analyze the extent to which technological integration enhances audit effectiveness while identifying the
organizational, human, and ethical challenges that accompany this transformation. A qualitative approach
was adopted, based on semi-structured interviews with internal auditors across fifteen public entities and
supported by thematic analysis using NVivo software. Findings reveal that digitalization significantly
improves audit efficiency, traceability, and responsiveness, particularly in technologically mature
institutions. However, disparities persist between central and local entities, with human capital, training,
and leadership engagement emerging as the most decisive factors for successful adoption. The study
concludes that digital transformation strengthens transparency and performance but remains constrained by
limited digital competencies and fragmented governance frameworks. By highlighting the conditions under
which technology fosters sustainable public governance, this paper contributes to the growing body of
knowledge on digital auditing and offers practical recommendations for consolidating an intelligent, ethical,
and value-driven model of internal audit in the public sector.
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1. INTRODUCTION

The digital transformation of the public sector is now emerging as a systemic recomposition of contemporary governance
structures. Through the increasing integration of artificial intelligence, advanced analytics, and automation technologies,
public administrations are profoundly reconfiguring their decision-making processes, control mechanisms, and modes of
institutional legitimation. States, now equipped with interconnected information architectures, are leveraging data as a
strategic tool for efficiency, transparency, and citizen engagement (Erisen & Erer, 2022; Ceki, 2024). However, this
transformation goes beyond the purely technical realm: it represents a paradigm shift in public management by
establishing governance based on responsiveness, traceability, and algorithmic rationality. As Ilori (2024) reminds us,
the deployment of digital governance calls for a new balance between innovative agility and rigorous oversight, where
internal audit is assigned a pivotal role in the ethical regulation and systemic reliability of public systems.

Historically serving as a post-audit function, internal auditing is now being transformed into a strategic tool for
anticipation and management. It is no longer simply a matter of identifying discrepancies, but of preventing their
emergence through intelligent systems of continuous auditing, predictive modeling, and behavioral analysis (El-Adely et
al., 2023; Marques et al., 2023). The practice is thus shifting from a compliance-based approach to one of organizational
learning and reflective governance. This evolution, while empowering, remains fraught with tensions: increased exposure
to digital vulnerabilities, the growing sophistication of cyber risks, and the need for auditors to develop their technological
skills. Baporikar (2025) rightly emphasizes that technology only acquires its full legitimacy by remaining subordinate to
the purpose of creating public value — a constitutive principle of the societal and ethical mission of public auditing.

In developing contexts, the digitization of audit functions reveals significant contrasts, symptomatic of uneven
institutional maturity. Digital transformation only produces tangible results when it is rooted in a coherent strategic vision,
supported by committed leadership and human capital capable of integrating new digital rationales (Ismail et al., 2024;
Mokhtar et al., 2024). Where technological investment is not accompanied by a structured governance framework or a
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culture of continuous improvement, digitization remains superficial, confined to a veneer of modernization (Udrescu,
2024; Ramli & Ali, 2024). It then risks becoming more symbolic than a structural overhaul.

The Moroccan context illustrates this dialectic between progress and inertia. Some central entities and public enterprises
have initiated ambitious reforms, progressively integrating digital audit and integrated management systems. However,
many ministerial departments and local authorities persist in traditional practices, often still reliant on paper. Despite the
implementation of national strategies promoting administrative digitalization, significant gaps remain in terms of
infrastructure, training, and data interoperability. Mahsun and Popoola (2025) remind us that digital auditing can only
achieve its full effectiveness if it is embedded in a sustainable ecosystem that combines technological expertise,
professional competence, and institutional trust.

From this observation emerges a central question: to what extent does the ongoing digitalization process within Moroccan
public institutions reconfigure the scope, methods and added value of internal auditing?

To explore this issue, this study adopts a two-part, complementary structure. The first part conducts a diagnostic analysis
of the degree of digitalization observed in Moroccan public institutions, examining the actual adoption of technologies,
the professional perceptions of auditors, and the structural drivers of this transformation. The second part presents a critical
and interpretive discussion based on these findings, identifying the conditions for a sustainable alignment between digital
innovation, institutional integrity, and public performance. Through this approach, the study aims to contribute to a deeper
understanding of the effects of digital transformation on the effectiveness, legitimacy, and strategy of internal auditing,
while also proposing normative guidelines for a resilient, ethical, and technologically informed public governance model.

2. LITERATURE REVIEW:

The rapid rise of digitization is reshaping the deep structures of public management and reshaping institutional liability
regimes. Through the simultaneous incursion of computational intelligence, systemic automation and algorithmic
analysis, administrations reconfigure their modes of action and decision-making schemes.

From then on, the internal audit function has a renewed mandate: it is no longer limited to procedural verification, but
establishes itself as a strategic vector for informational interpretation, preemption of hazards and safeguarding reliability
architectures. (Erisen & Erer, 2022; Ceki, 2024). This requalification reflects less an instrumental mutation than a
cognitive overhaul of the paradigms of trust and performance, redefining the rationality of public action.

The recent changes in audit practices show a gap between technoscientific potentialities and organizational preparation.

The use of intelligent tools, such as continuous observation devices or predictive models, amplifies analysis capabilities
while exposing structures to new sources of uncertainty: cybernetic intrusions, information falsifications, and algorithmic
opacity. (Marques et al., 2023; El-Adely et al., 2023).

Therefore, auditory modernization requires a careful articulation between innovative exploration and governance
discipline. According to Ilori (2024), the digital transformation is only fully realized when it combines ethical standards,
reflexive learning and ethical vigilance, ensuring that technological mediation does not dissociate competence from
human discernment.

The institutional capacity to absorb these changes remains contrasted. In multiple configurations, digital progression leads
the construction of cognitive and normative devices that should frame it. The relevance of digital control is then rooted in
leadership capacity, cultural coherence and the ability of practitioners to transmute technological resources into operational
analytical tools (Ismail et al., 2024; Mokhtar et al., 2024).

In emerging environments, structural fragilities systems segmentation, financial constraints and specialized skills deficits
limit the scope of these transitions (Udrescu, 2024; Mahsun & Popoola, 2025). Baporikar (2025) argues that true
innovation in public audit lies in the consolidation of sustainable governance, rooted in clarity, traceability and normative
coherence, rather than in the proliferation of tools without institutional anchoring.

The Moroccan space illustrates this ambivalence. Some entities have initiated major reforms, integrating automated
platforms and interactive tracking environments, while others maintain manual logics and legacy protocols.

This gap, both functional and cultural, highlights the need to question the mechanisms by which digitization reconfigures
the scope, consistency, and legitimacy of the internal audit system.

The examination of these dynamics revolves around five analytical orientations:

Circumscribe the forms of digital hybridization within public governance models;

Identify the epistemic impacts of this mutation on audit practices;

Identify the structuring factors and constraints of technological diffusion;

Compare the observable learnings in various institutional contexts;

e And finally, to highlight the theoretical and empirical vacancy that this research seeks to fill.

2.1. The Digital Transformation of the Public Sector: Scope and Implications :

The technological irruption into the public sphere is no longer simply a matter of procedural optimization; it now
constitutes a systemic configuration of institutional governance. This shift, far from being limited to the digitization of
operations, establishes a new mode of organizing state power, where the automated circulation of data, algorithmic
systems, and open information are reshaping accountability mechanisms. Public administrations are thus moving towards
interconnected constellations, where legitimacy relies more on computational agility than on administrative compliance.
According to Ceki (2024), artificial intelligence tools and analytical frameworks are becoming levers for ethical
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harmonization and operational robustness in public evaluation.

The driving force behind this evolution lies in the interplay between traceability, anticipation, and public efficiency.
Baporikar (2025) describes a paradigm of “sustainable accountability” in which digital infrastructures not only ensure
monitoring but also establish governance based on the systemic integrity of decision-making processes. Through real-time
analysis of financial dynamics and impact indicators, public entities shift from ex-post control to prospective oversight.
This technology-driven shift seeks to reconcile structural performance, social accountability, and transformative
relevance. Erasmus and Bozkus Kahyaoglu (2024) clarify that this process cannot be equated with mere functional
computerization; it reflects a strategic transformation oriented toward collective intelligence, institutional responsiveness,
and citizen engagement.

Nevertheless, the digital infrastructure exposes public bodies to new points of vulnerability. Systemic interdependence
exacerbates the risks of technical vulnerabilities, breaches of confidentiality, and alterations to integrity records. Marques,
Félix, and Morais (2023) warn of the resilience deficits of local authorities in the face of advanced but insecure
technological architectures. Similarly, El-Adely, Qadri, and Algarhy (2023) show that while the automation of audits
increases the accuracy and speed of controls, it simultaneously amplifies the consequences of infrastructural malfunctions.
These instabilities not only compromise system performance but also the image of neutrality that citizens expect from
public services, for whom informational reliability becomes a cornerstone of institutional trust.

This digital shift also necessitates a redistribution of responsibilities within auditing mechanisms. Ilori (2024) indicates that
the auditor's scope of action now includes analyzing the normative consistency of algorithmic mechanisms. This role
extends to evaluating automated decision-making models according to principles of computational transparency, in order
to guarantee procedural fairness. Consequently, the digital transition not only transforms processing circuits but also
redefines the moral economy of public action. The challenge lies in establishing a delicate balance between technological
empowerment and human oversight.

At the transnational level, various frameworks guide this transformation. The OECD promotes a public architecture based
on data reuse, interoperability, and user-centricity. The World Bank's GovTech strategy, for its part, values digital
inclusion and organizational capacity building as the foundations for sustainable transformation. Professional bodies such
as the ITA and INTOSAI incorporate automated analytics techniques and digital auditing standards into their
methodological frameworks, encouraging greater mastery of data mining tools. However, as Noor et al. (2023) point out,
the effective adoption of these frameworks depends less on their mechanical transposition than on their cultural and
institutional compatibility.

In developing contexts, these global standards encounter internal disparities. Infrastructure often remains inadequate,
legal frameworks outdated, and digital skills rudimentary. Mahsun and Popoola (2025) argue that human investment
takes precedence over technical sophistication: without skilled leadership and coherent governance, digital tools can
exacerbate organizational discontinuities instead of mitigating them. The Moroccan case illustrates this tension: although
some elite entities initiate ambitious projects, the institutional fabric remains hampered by deficits in harmonization,
security, and training.

Ultimately, this digital overhaul combines promises and paradoxes. It opens up a new space for legitimation, while
simultaneously generating new critical dependencies. Its success will depend on the convergence of technological
engineering, informed regulation, and deliberative principles. For public auditing, this confluence defines a new frontier:
that of a function no longer limited to control, but which legitimizes the digital state through ethical vigilance, proactivity,
and responsible innovation.

2.2. Internal Audit in the Era of Digital Governance :

The rise of algorithmic governance in the public sphere has disrupted the conventional framework of internal auditing,
shifting it from a compliance-centric approach to one of proactive regulation, systemic anticipation, and strategic
coherence. In this new configuration, inspection functions are no longer limited to tracking discrepancies; they aim to
ensure the compatibility of digital systems with axiological, legal, and teleological frameworks. Ilori (2024) suggests that
this shift requires an identity transformation for the practitioner: they are no longer a procedural watchdog, but a cognitive
mediator, capable of interpreting computational logic, assessing the robustness of information flows, and informing
decision-making based on machine intelligence.

The interplay between digital infrastructure and public regulation significantly expands the scope of responsibility for
auditing entities. Automated environments generate massive amounts of information, necessitating the use of exploratory
tools capable of detecting weak signals, recurring disruptions, and latent deviations. Within this framework, auditing
becomes an incremental process, supported by integrated mechanisms for continuous monitoring. Erisen and Erer (2022)
identify in this model an increased capacity for synchronization between institutional vigilance and intelligent prevention,
effecting a paradigm shift: evaluation ceases to be an ex post review and becomes an immersive component of the
decision-making architecture.

However, this technological hybridization challenges the epistemological foundations of the audit function. Ceki (2024)
observes that automated reasoning chains, while efficient, tend to marginalize the critical intuition necessary for assigning
responsibility. Computational intelligence can mask distortions or reproduce biased heuristics that only an
epistemologically trained eye can decode. Marques et Collaborateurs (2023) link these challenges to the governance of
information risk: the contemporary auditor must decipher digital architectures as sources of opportunities, but also as
hotbeds of critical contingencies. The mission thus rests on a dialectic: ensuring the reliability of systems while
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maintaining their ethical compliance. In the public sector, this tension is all the more acute as each technical configuration
has immediate repercussions on procedural fairness and institutional recognition.

The case documented by El-Adely et al. (2023) within the Egyptian monetary institution illustrates this ambivalence:
while digital tools have enabled enhanced operational precision, they have simultaneously revealed weaknesses in
security structuring and the consistency of data repositories. This observation extends beyond the national context:
deploying high-performing systems without a parallel review of the regulatory mechanisms creates an imbalance between
technological sophistication and organizational resilience. Erasmus and Bozkug Kahyaoglu (2024) emphasize in this
regard the need to embed reforms in an institutional habitus that values reflexivity, accountability, and continuous learning.
This upheaval therefore has a systemic dimension: it requires a reshaping of operational frameworks, a redistribution of
responsibilities, and targeted skills development. Ramli and Ali (2024) show that this transition relies on the acquisition
of new methodological frameworks: combining probabilistic modeling and data exploration becomes a fundamental
requirement. The problem is no longer the lack of tools, but the ability to use them heuristically. Rampai (2024) also notes
that control agents must now meet a dual imperative: deliver analyses in a short timeframe while adhering to
higher methodological standards. This ambivalence creates tensions in learning dynamics, professionalization policies,
and mechanisms of functional integrity.

International standards bodies support this realignment. The Institute of Internal Auditors (IIA) and INTOSAI encourage
the integration of digital tools into supervisory practices, ranging from automated detection to Al-based diagnostics.
Nevertheless, Ismail et al. (2024), as well as Mokhtar et al. (2024), highlight the heterogeneity of implementation
conditions: hierarchical involvement, organizational culture, and the availability of digital expertise largely determine
the actual scope of these changes. In many organizations, digitization remains incomplete, fragmented, or symbolic,
limited to data collection without in-depth analysis. This gap—described as a “techno-cognitive dissociation”—reveals
that digital maturity is measured less by equipment than by the capacity to transform data into actionable knowledge.
Baporikar (2025) expands on this perspective by linking the digital auditory transformation to institutional sustainability.
She argues that automated oversight only strengthens legitimacy when it is integrated with the ecological, social, and
axiological dimensions of governance. Thus, technology becomes a vector of ethical vigilance, capable of assessing not
only accounting accuracy but also the viability of public policies. Digital auditing therefore emerges as a multidimensional
tool, combining performative investigation, normative observation, and strategic coherence.

In economies on an upward trajectory, reorganization is even more crucial. Mahsun and Popoola (2025) note that in
Indonesia, the computerization of evaluation missions has increased public transparency, while also revealing disparities
in the appropriation of digital skills. A similar pattern is evident in Morocco, where audit units must reconcile the
imperative of technical overhaul with the requirement for institutional integration. Without interoperability between
technological changes and evolving governance models, digital tools risk perpetuating administrative inertia rather than
overcoming it.

In short, internal auditing in the age of digital management represents an intersection between computational engineering,
applied ethics, and adaptive governance. It is no longer simply a matter of updating routines, but of redefining public
control frameworks based on instrumental intelligence, critical rationality, and a commitment to sustainable public value.
2.3. Determinants and Barriers to Digital Audit Adoption :

The insertion of algorithmic oversight into the architecture of public administration arises from a confluence of
infrastructural evolution, procedural adaptation, and cognitive preparedness. Despite its theoretical promise to reengineer
institutional visibility and operational acuity, this shift resists linear progression. It necessitates more than digital
platforms or technical apparatuses; it demands an ecologically coherent milieu marked by systemic congruence and
epistemic agility. As outlined by Ismail, Mokhtar, and Ahmad (2024), three interwoven matrices govern this recalibration:
instrumental readiness, organizational temperament, and professional discernment. The erosion of any single strand risks
neutralizing the transformative thrust of the digital pivot, rendering it performative rather than substantive.

From a techno-systemic standpoint, assimilation hinges upon the functional integrity of digital scaffolds and the
reciprocal operability of computational domains across institutional boundaries. Validated oversight requires unrestricted
extraction of dependable datasets, yet institutional configurations often remain compartmentalized, impairing information
flow and inducing analytical discontinuity. Udrescu (2024) characterizes these discontinuities as "informational
dissonances" structural incompatibilities that degrade evaluative robustness and intensify procedural entanglement.
Antiquated interfaces, insufficient mechanization, and fragmented repositories obstruct inferential continuity and impede
anticipatory regulation. Mahsun and Popoola (2025) reinforce this assertion by emphasizing that without semantic
alignment and syntactic cohesion, technological deployment lacks diagnostic potency and epistemic relevance.

Security architectures constitute an additional axis of fragilization. Marques, Félix, and Morais (2023) demonstrate that
subnational entities frequently operate without cohesive defensive protocols, exposing diagnostic ecosystems to
penetrative threats and systemic distortion. In the absence of encryption strategies, identity safeguards, and traceability
schemas, digital auditing paradoxically introduces new exposure vectors. Public structures are thus compelled to navigate
a dual imperative: erect protective enclosures while preserving institutional translucency. This dialectic between systemic
shielding and procedural openness undergirds the normative tensions inherent in digital recalibration.

Institutional morphology plays an equally determinant role. The digitization of monitoring mechanisms presupposes a
cultural recalibration an epistemological migration from static hierarchy toward dynamic, interpretive governance. Yet,
as Mokhtar, Ismail, and Ahmad (2024) observe, habitual resistance persists where top-down regimes view novelty as
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disruptive to normative stability. Strategic passivity compounds this inertia. Ramli and Ali (2024) argue that operational
transformation requires catalytic stewardship individuals capable of projecting interpretive clarity, galvanizing collective
commitment, and embedding computational frameworks into teleological blueprints. Absent such guidance, digital
initiatives remain atomized interventions, decoupled from systemic leverage.

Cognitive assets represent the most pivotal and precarious element of this transformation. Algorithmic oversight mandates
fluency in inferential modeling, systems analysis, and interpretive abstraction proficiencies often peripheral to legacy
training paradigms. Rampai (2024) identifies a widening epistemological rift: the disjunction between tool proliferation
and user aptitude. Ilori (2024) further contends that the algorithmic milieu redefines the evaluator’s identity: beyond
procedural literacy, evaluators must embody cybernetic sensibility, analytical depth, and moral lucidity. Yet, most public
training infrastructures remain sporadic or under-resourced. In this context, evaluative agents may experience a form of
“techno-cognitive attrition,” wherein institutional acceleration outpaces individual recalibration.

Regulatory architecture, in parallel, calibrates the rthythm of systemic incorporation. Otia and Bracci (2022) suggest that
legislative scaffolding and normative alignment are preconditions for durable integration. Deficiencies in compliance
codification, information ethics, or platform synchronization frequently paralyze innovation. Jurisdictional overlap
among fiscal overseers, digital units, and audit commissions exacerbates procedural incoherence. Noor et al. (2023)
conclude, from the Malaysian case, that environmental alignment rather than technological prowess is the most robust
predictor of readiness, corroborating broader global diagnostics.

Fiscal parameters and logistical frictions compound these structural dynamics. Oversight modernization entails enduring
capital injection spanning not only platforms but also infrastructure fortification, resilience engineering, and procedural
migration. In fiscally constrained contexts such as Morocco, budgetary dispersion and competing policy claims obstruct
iterative investment. Baporikar (2025) warns that infrastructural adoption, in the absence of coordinated policy scaffolds,
yields fragmented ecosystems with negligible strategic impact. Moreover, administrative procurement is often encumbered
by procedural latency and aversion to experimentation, delaying ecosystem recalibration.

Beyond resource asymmetries, a subtler dilemma persists: the legitimacy matrix of computational governance. Digital
oversight thrives only within epistemic communities that valorize lucidity and regard instrumentation as emancipatory
rather than disciplinary. Ceki (2024) cautions that absent a shared symbolic register, Al-driven evaluation can trigger
institutional reticence or strategic deflection. Evaluators must thus engage not only in measurement, but also in
epistemic mediation enabling interpretive buy-in, symbolic alignment, and normative assimilation.

In synthesis, the determinants and inhibitors of algorithmic audit reflect a triangulated tension among instrumentation,
institutionality, and subjectivity. The mere presence of analytical engines is inert without interpretive actors, visionary
orchestration, and ecological congruence; inversely, cognitive resolve cannot manifest without procedural scaffolds or
strategic foresight. The Moroccan case exemplifies this entanglement: while certain domains progress toward
computational refinement, others remain ensnared in analog inertia and structural ambiguity. Circumventing these
barriers requires an integrative methodology one which converges infrastructural investment, semantic transformation,
and institutional metacognition in order for computational auditing to evolve from conceptual aspiration to operative
reality.

2.4. International Perspectives on Digital Public Sector Auditing :

The digital reconfiguration of accounting review systems in the public sector follows differentiated dynamics, reflecting
institutional heterogeneities, contrasting political wills, and distinct socio- economic configurations. While the driving
principles increased efficiency, enhanced transparency, and administrative sustainability are observed globally, their
implementation varies according to the normative structure of public systems and collective perceptions related to
technological tools. Analysis of international trajectories highlights a constant: the contextual embeddedness of
innovations matters more than their level of technical advancement.

The Egyptian example acutely illustrates this tension between functional enhancement and systemic exposure. The study
conducted by El-Adely, Qadri, and Algarhy (2023) on the digital transformation of the Central Bank of Egypt shows
tangible progress in terms of flow traceability, record accuracy, and procedural responsiveness. However, these
improvements coexist with persistent gaps in the structuring of information safeguards and in the synchronization
between audit protocols and information systems. This discrepancy underscores that computerization must be
accompanied by a recalibration of governance structures and methodical monitoring to prevent vulnerabilities induced
by automation. It becomes clear that technical investment alone will not suffice without a reconfiguration of decision-
making frameworks and skills upgrading.

In contrast, the Malaysian trajectory reveals a more integrated approach. For several years, this country has established
itself as a regional leader in public digital governance. The research of Ismail, Mokhtar, and Ahmad (2024) highlights that
this dynamic results from the interplay between political anticipation, hierarchical commitment, and the increasing
expertise of those responsible for oversight. The integration of analytical methodologies into supervisory mechanisms has
fostered both operational efficiency and the consolidation of trust. However, Noor et al. (2023) point out that this structure
remains heterogeneous across entities: organizational inertia, resource disparities, and the complexity of legacy
technologies limit the comprehensive use of digital tools. This observation demonstrates that the success of these
transformations depends less on the tool itself than on its capacity for appropriation by the institutional environment.
Indonesia offers a complementary perspective: strengthening accountability through digital tools, despite significant
internal tensions. Mahsun and Popoola (2025) indicate that performance audits have become more intelligible and
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consistent thanks to digital tools. Nevertheless, disparities in the mastery of these systems and weak inter-institutional
synergy slow this momentum. The authors emphasize a crucial point: the mobilization of appropriate knowledge, rather
than the accumulation of equipment, is the true driver of change. Their analysis demonstrates that the lasting integration
of transformations depends on consolidating a professional ethos based on experimentation, uncertainty management, and
normative vigilance dimensions often marginalized in bureaucratic structures. This interpretation echoes that of Baporikar
(2025), who advocates for responsible, sustainability-oriented governance rather than a mechanical acceleration of tasks.
In South Africa, the digital transformation of the public audit field is conceived as a lever for systemic redefinition, not as
an instrumental operation. Ceki (2024) emphasizes that the integration of machine learning technologies into audit
frameworks has strengthened institutional transparency regarding vulnerability detection and ethical compliance.
However, she warns against the side effects of these technologies: opacity of automated reasoning, dependence on
databases, and implicit biases, which require practitioners to possess not only technical skills but also interpretive and
ethical competencies. This perspective aligns with that of Tlori (2024), for whom the auditor's role becomes that of an arbiter
between machine and human discernment, ensuring that automated logic does not overshadow the requirement of
legitimacy.

In Europe, the structuring of digital auditing is embedded in an institutional framework characterized by a performance-
driven culture and a commitment to openness. Erasmus and Bozkus Kahyaoglu (2024) observe that in several EU member
states, the digital transition relies on coherent national strategies, where audit bodies cooperate with governing authorities.
The adoption of cross-cutting frameworks such as those developed by the OECD, the World Bank, or INTOSAI ensures
functional homogenization, promoting alignment between entities. However, even in these advanced contexts, areas of
tension persist: the ethical framework for data flows, cross-border interoperability, and the trade-off between transparency
and privacy remain pressing issues.

From these observations emerges a set of guiding principles. First, the acquisition of digital skills must be accompanied
by appropriate managerial structuring. Where management establishes a clear vision and empowers staff with autonomy
and interpretive tools, the transformation produces tangible results. Second, integration into a comprehensive public sector
reform is essential: digital tools produce lasting effects when linked to a systemic overhaul. Third, ongoing training is the
cornerstone of any stabilization. From the Egyptian capital to South Asian decision-making hubs, the determining factor
remains the upskilling of practitioners in the areas of algorithmic reasoning, data analysis, and information protection.
Finally, ethical guidelines and the quality of records remain indispensable. (Marques et al.) (2023) as well as Otia and
Bracci (2022) remind us that automation, while it accelerates circulation, also intensifies the consequences of
approximations: without a robust ethical architecture, apparent efficiency can undermine public trust.

These observations are particularly relevant for Morocco. Lessons learned from contexts that have combined
technological reform and institutional regeneration reveal a clear truth: modernizing oversight cannot be a simple matter
of acquiring equipment. It requires a coherent framework of strategic management, increased expertise, and structural
integrity. For the Moroccan public sector, the transition to digital auditing is therefore not a technical challenge, but a
fundamental overhaul of governance requiring continuous investment in human resources, updated standards, and
axiological vigilance to ensure that digital transparency becomes a lasting norm rather than a passing utopia.

3. MATERIALS AND METHODS

3.1. Study Area and Sampling:

The investigation was implemented within the Moroccan governmental framework, encompassing a stratified ensemble
of entities involved in evaluative oversight and techno-administrative innovation. The corpus under scrutiny included
national ministries, executive directorates, territorial administrations, corporatized bodies, and mission-driven
infrastructures such as healthcare facilities, academic institutions, and sovereign agencies. This structural heterogeneity
mirrors the differentiated levels of institutional calibration and computational integration embedded within the Moroccan
bureaucratic topology.

A cohort of fifteen administrative units was deliberately chosen through a criterion-based selection protocol designed to
capture contrast across organizational magnitude, operational mandate, and degrees of informatic evolution. The array
included sovereign structures (ministerial platforms and regulatory inspections), decentralized jurisdictions, and publicly
governed service operators. This architecture of selection enabled a multidimensional exploration of procedural
digitization across the public apparatus while maintaining confidentiality of organizational identities.

Empirical engagement occurred from January to June 2025, a temporal window that overlapped with the active
deployment of the National Framework for Digital Transition (2023-2025) and with several concurrent transformations
aimed at recalibrating statecraft and fiscal supervision. This timeframe was strategically selected in response to the
heightened momentum of digitized workflows and the assimilation of computational utilities in internal verification
mechanisms.

The Moroccan administrative sphere constitutes a fragmented but revealing terrain of algorithmic adaptation: national-
level bodies typically demonstrate advanced usage of digital orchestration tools, including real-time control interfaces
and dynamic risk observatories, whereas subnational units and essential service operators continue to navigate partial
automation through mixed procedural architectures. This asymmetry rendered the national context uniquely suited for
examining the velocity, scope, and interpretive framing of audit-related digital reconfiguration.
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3.2. Semi-Structured Interviews:

Data acquisition was anchored in a reflexive interview design intended to elicit multidimensional perspectives on
auditors’ cognitive orientations, procedural routines, and adaptive behavior amid technological restructuring. The field
interactions involved thirty-two strategically positioned participants, including coordinators of verification units, principal
reviewers, and digital infrastructure specialists.

The question pathway was formulated under interpretive research conventions (Krosnick & Presser, 2010; Bryman,
2016). It revolved around four conceptual axes guiding the inquiry process:

1. The institutional penetration of computational infrastructures within administrative mechanisms;

2. The functional assimilation of analytic architectures such as algorithm-based diagnostics, enterprise integration
modules, and automated intelligence platforms;

3. The evaluative interpretation of digital transition and its repercussions for procedural accuracy and strategic foresight;
4. The systemic stimuli and inhibiting conditions shaping the institutional migration toward audit digitalization.
Interviews were alternately conducted in physical and remote modalities, depending on logistical feasibility. Each session
lasted between forty-five and sixty minutes. The communicative exchanges were carried out in French or Arabic, in strict
accordance with linguistic preference. Prior authorization was obtained, and anonymity protocols were enforced to ensure
ethical integrity.

Throughout the process, both descriptive and interpretive voices were balanced. The investigator guided discussion
dynamically, whereas respondents articulated insights freely within the analytical perimeter.

In parallel, complementary sources policy frameworks, operational directives, and reform documentation were subjected
to analytic cross-validation. These materials were examined to corroborate discursive claims, enabling triangulation
between narrative constructs, managerial praxis, and technological deployment.

This integrated configuration provided a coherent interpretive field in which human perception and institutional design
could be examined as interdependent dimensions of digital transformation.

3.3. Data Analysis:

All empirical narratives were transferred into NVivo 14, a qualitative analytics environment employed to orchestrate
interpretive classification and relational mapping. Within this workspace, the analytical itinerary adhered to the
interpretive continuum articulated by Braun and Clarke (2019), emphasizing a recursive movement from textual
segmentation toward conceptual consolidation.

The interpretive progression unfolded through three interdependent operations.

First, exploratory deconstruction was applied to extract linguistic cues and symbolic elements connected to technological
embedding, procedural adaptation, and organizational inertia.

Second, structural recomposition reorganized these fragments into higher-order constellations encompassing readiness,
governance alignment, and resistance logics.

Finally, synthetic integration distilled the central interpretive thread describing how algorithmic environments
reconfigure the epistemic scope, operational latitude, and cognitive positioning of internal audit systems.

Four analytical trajectories structured the interpretive matrix:

® The diffusion gradient of digital infrastructures within Moroccan public administration;
® The functional density of audit technologies mobilized in operational routines;
® The perceptual orientation of evaluators confronted with technological redefinition;

® The institutional conditions that either cultivate or constrain digital assimilation.

Throughout the process, NVivo’s analytical engines were activated to compute cross-thematic intersections and generate
relational visualizations, thereby exposing divergence patterns between national and peripheral structures.
Anonymization procedures were executed rigorously: identifiers, geographical markers, and organizational
denominations were eliminated, while neutral placeholders reflecting only typology and operational mandate were
substituted. This dual mechanism safeguarded ethical compliance and analytic transparency simultaneously.

By alternating between investigator-driven interpretation and data-emergent inference, the analysis maintained
equilibrium between intentional reasoning and empirical revelation. As a result, interpretive coherence was achieved
without compromising participant discretion or contextual fidelity.

4. RESULTS

The interpretive treatment of the conversational corpus examined, organized, and cross-referenced through NVivo’s
analytical interface yielded a multidimensional portrayal of Morocco’s administrative bodies as they navigate the
algorithmic reconfiguration of internal oversight. The coding process illuminated differentiated trajectories, suggesting
that digital evolution within audit mechanisms unfolds neither uniformly nor arbitrarily but through asymmetrical phases
of institutional learning and technological appropriation.

Several respondents embedded in ministerial structures and major public enterprises depicted operational frameworks
already governed by integrated platforms: enterprise management architectures, dematerialized documentation
repositories, and algorithmic dashboards supporting automated synthesis. Within these entities, verification activities
have progressively abandoned analog dependencies in favor of predictive modeling and data-driven supervision,
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illustrating an emergent culture of anticipatory governance.

Conversely, decentralized administrations, healthcare organizations, and regional agencies remain situated in an
intermediary configuration, alternating between traditional routines and isolated digitization experiments. Manual
processes persist alongside experimental use of computational instruments, generating hybrid systems with limited
interoperability. This uneven configuration mirrors the stratified nature of Morocco’s administrative ecosystem, where
the gradient of digital maturity still delineates disparities in procedural agility and audit reliability.

Overall, the analysis reveals a transitional governance landscape: one where digital assimilation advances through
fragmented momentum, negotiated adaptation, and uneven institutional readiness each layer revealing both the progress
achieved and the vulnerabilities yet to be reconciled.
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Figure 1: Word Cloud

The analytical reconstruction of participants’ discourse, modeled through a semantic projection, disclosed a dense
constellation of terms anchored in technological reasoning. Vocabulary such as architecture, automation, metrics,
interfaces, databases, vigilance, and optimization predominated, revealing that audit practitioners interpret digital
transformation less as a procedural reform than as a systemic recalibration of informational reasoning. The lexical gravity
surrounding data and exposure marks a conceptual migration—from retrospective verification to anticipatory regulation
grounded in algorithmic inference.

Simultaneously, the appearance of expressions related to collaboration, adaptability, and expertise points toward an
epistemic shift where collective learning and technical literacy become the primary engines of evaluative renewal. The
high recurrence of computational terminology demonstrates a gradual absorption of digital rationality into professional
practice. Yet the coexistence of managerial idioms beside algorithmic references suggests an unfinished reconciliation
between administrative formalism and emerging data logics—a transitional equilibrium still negotiating its internal
coherence.

Respondents associated with technologically consolidated institutions described concrete functional transformations:
immediate trace recovery, compressed reporting cycles, and refined calibration of exposure assessment. Several central
agencies operate through continuous surveillance protocols and automated risk indexing, while national enterprises
employ dynamic panels that issue anomaly signals within resource management infrastructures. In such contexts, digital
mechanisms are no longer auxiliary instruments but integral vectors of procedural orchestration.

By contrast, territorially embedded entities municipal services, healthcare facilities, and decentralized agencies remain in
hybrid operational states, alternating between manual routines and isolated experiments in digitization. Participants from
these domains emphasized recurrent frictions: restricted access to verified repositories, unstable technical mediation, and
the absence of unified analytic environments. These disparities reveal that the decisive variable in audit modernization lies
not in tool acquisition but in the cognitive and organizational capacity to internalize technological reasoning within
institutional behavior.

In essence, the semantic and interpretive synthesis exposes a governance field in flux: a terrain where inherited
bureaucratic rationalities intersect with computational epistemes, and where genuine modernization depends on the
alignment between digital infrastructure, reflective competence, and adaptive intelligence.
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Figure 2: Hierarchical Diagram of Themes and Sub-Themes (NVivo)

The hierarchical organization of the categorized elements reveals a cognitive architecture in which certain dimensions
occupy a clear discursive centrality. At the top of the configuration, two poles emerge as dominant: operational devices
and subjective perceptions of transformation. These lexical foci constitute the anchor points from which secondary
analytical segments unfold—including the structuring of uncertainties, the graphical representation of information flows,
continuous monitoring, and the automated programming of audit routines.

Simultaneously, several elements associated with human dynamics such as knowledge transfer, strategic impetus, and
collective intelligence permeate all branches without being exclusively linked to any one of them. This intersection
suggests a dynamic complementarity between instrumental change and organizational learning. The overall framework
thus reveals that technical and methodological progress does not unfold independently of human adjustments, but rather
through adaptive co-evolution.

Many respondents emphasized this fundamental duality: the value of the mechanisms lies in their interpretability. As one
interviewee put it: "Having mechanisms is not enough; you also have to know how to decode their signals."

Topological analysis also reveals a clear asymmetry in the density of coding depending on the level of digital
infrastructure within organizations. Entities with integrated control management systems exhibit complex networks of
interdependence between efficiency, information accessibility, and strategic regulation. Conversely, structures with low
levels of digitalization display isolated, fragmented, or even discontinuous configurations. This reveals that the level of
digital maturity acts as a structuring factor, influencing both the intensity of practices and the diversity of verification
schemes.

From a perceptual standpoint, the majority of respondents expressed a favorable view of the digital transition. They
associated it with tangible effects: increased decision-making fluidity, clearer traceability chains, and better alignment
between anticipation and control. Several stakeholders from technologically advanced organizations described their
current approach as focused on predictive data extraction and forward-looking analysis, enabling them to detect early
warning signs rather than passively recording deviations.

However, this enthusiasm is tempered by a number of reservations. Some practitioners mention information overload,
prolonged dependence on IT systems, and the risk of professional judgment being eroded by automation. In organizations
where digital interfaces remain fragmented, organizational fatigue emerges: staff spend considerable time aggregating
and cleaning datasets before engaging in relevant analytical analysis.

Ea

Figure 3 : Node Diagram of Thematic Interconnections (NVivo)

The nodal graph models, in relational form, the semantic configurations emerging from the qualitative analysis. It reveals
a dense core, structured around three tightly interwoven vectors: functional optimization, traceability of operations, and
regulation of exposure. This triptych constitutes the interpretative matrix from which the dynamics of transformation of
verification mechanisms unfold. The algorithmic concentration around these focal points indicates that practitioners
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conceive of the digital transition as an integrative process, articulating logical infrastructure, methodical arrangement, and
institutional learning.

On the periphery of the framework, but within a structuring continuity, secondary nodes emerge — notably skills
engineering, continuing education, strategic impetus, normative frameworks, and cross- functional cooperation. Their
presence demonstrates that the digital audit ecosystem operates simultaneously on technical-professional, managerial,
and axiological levels.

The overlay of certain indicators reveals an unexpected convergence between constraining factors and facilitating elements.
Variables such as budgetary restrictions, organizational inertia, and interoperability gaps appear strongly correlated with
observed limitations in governance and specialized expertise. Conversely, catalytic mechanisms—national
transformation strategies, e- government platforms, and managerial support—connect to the areas most densely populated
with positive impacts. The diagram thus demonstrates that the success of a digital transformation relies on a balanced
interaction between structural robustness and human adaptability. When the levers of governance, knowledge transfer,
and coordination are aligned, the benefits are numerous and interconnected; as soon as one link is missing, the whole
loses stability and complexity.

All respondents unequivocally identified human capital as both a driving force and a limiting factor. Digital repositioning
requires the emergence of hybrid profiles capable of combining risk management, analytical extraction, and an
understanding of software architectures. The lack of sustainable skills development programs was identified as a
major obstacle. Several participants emphasized that, despite significant investments in technical infrastructure, the
development of interpretive skills remains lagging. This imbalance leads to an underutilization of available digital
resources and hinders the consolidation of organizational learning.

Representatives of the entities responsible for national digital policy emphasized a key point: the priority is no longer
equipment, but the gradual development of cognitive skills. Therefore, training, more than technology, is now the
determining factor in the sustainability of the transformations underway.
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Figure 4 : Perceptions and Impacts of Digital Transformation — Encoding by Item

Differential analysis of coded sequences based on actors' status reveals significant quantitative disparities in how digital
dynamics are perceived. Individuals operating in highly instrumented environments particularly central regulatory bodies
and large public entities express a strong belief in the strategic value of technological tools. Their comments highlight
tangible gains in efficiency, a strengthening of procedural regulation, and the potential for predictive management.
Conversely, agents from local government or public service organizations display a more reserved stance, focused on
structural limitations: resource shortages, siloed systems, and persistent manual workload. The distribution of coding
indicators reveals a clear correlation between organizational digital maturity and degree of optimization.

Beyond structural contrasts, the matrix also reveals generational and functional divides. Practitioners recently integrated
into the field of auditing perceive the digital transition as a driver of professional empowerment and practical innovation,
while experienced professionals emphasize the preservation of ethical frameworks, rigorous controls, and mastery of
information flows. This productive tension between enthusiasm and caution reflects a process of cultural hybridization, in
which auditing is being redefined.

Despite the diversity of contexts, several drivers of consolidation were unanimously identified: sustained political will,
involvement of governing bodies, and the existence of national frameworks promoting interoperability, transparency, and
open data. For respondents, alignment between modernizing audit practices and comprehensive public management
reform is an essential condition for sustainability.

However, some weaknesses remain. A lack of investment in human resources, fragmented software infrastructure, and
insufficient continuing education programs hinder the emergence of a unified model. Several respondents emphasized
the urgent need to establish shared standards for digital governance to regulate usage, ensure data integrity, and prevent
excessive reliance on external providers.

Looking ahead, the recommendations converge around three main points. First, the need to develop an integrated national
strategy for the digitization of auditing, linking tools, standards, and skills. Second, the creation of specialized centers for
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data analysis, algorithmic auditing, and computational ethics, coupled with the recruitment of hybrid profiles combining
expertise in internal control with technological fluency. Finally, the anticipated involvement of auditors in the design of
information systems to ensure the traceability, usability, and compliance of data flows with public regulatory principles.
The set of figures used supports this interpretative reading. The lexical projection (Figure 1) highlights the anchoring of the
vocabulary in the digital and analytical spheres; the hierarchical tree (Figure 2) reveals the central structuring of
perceptions and devices; the nodal graph (Figure 3) illustrates the systemic interdependencies between efficiency, skills
and exposure; finally, the coding matrix (Figure 4) objectifies the perceptual variations according to the degree of
technological implementation.

The combined interpretation of these visualizations confirms that the transformation dynamics in the Moroccan public
audit sector stem from a dual process: technological, certainly, but also symbolic and cultural. Gains are already
measurable, but their sustainability remains contingent on the convergence of mechanisms, governance, and human
capital.

Ultimately, this is no longer a peripheral modernization project, but a profound reconfiguration of control regimes,
accountability mechanisms, and public performance standards. This transition, though uneven, is underway. It is
progressing through dialectical tensions between innovation and inertia, between hope and constraint. The real challenge
now lies in transforming this digital momentum into sustainable institutional capacity, where technology is rooted in a
culture of integrity, methodological clarity, and continuous learning.

5. DISCUSSION:

The investigation unveils a deep realignment of internal oversight within Morocco’s public administration, catalyzed by
the proliferation of digital infrastructures. The empirical evidence suggests that algorithmic integration simultaneously
amplifies organizational capability and multiplies systemic intricacy. This duality mirrors the observations of Hinings,
Gegenhuber, and Greenwood (2018), who depict digital transitions as institutional metamorphoses in which established
bureaucratic rationalities coexist with emergent techno-logics. The auditors encountered during the study acknowledge
that computational tools enhance operational reach, yet they also recognize that automation can recalibrate professional
judgment and autonomy.

The Moroccan data partially resonate with the conceptualization of Audit 4.0 proposed by Dai and Vasarhelyi (2016),
portraying automation as an inflection point toward self-learning audit architectures. However, whereas those authors
describe seamless technological convergence, the Moroccan setting exposes persistent fissures—Ilimited network
infrastructure, cultural inertia, and uneven technical proficiency. These discontinuities recall Cordery and Hay (2021),
who argue that the modernization of public audit depends less on technology than on institutional coherence and human
adaptability. Digitalization, therefore, should be apprehended not as equipment acquisition but as a systemic
re-composition requiring normative and cognitive reorientation.

Beyond the efficiency narrative, the transformation signifies a rearticulation of control, stewardship, and public
legitimacy. The findings converge with Bryson, Crosby, and Bloomberg (2014), who link digital governance to
participatory coordination and transparency. Through digital mediation, auditing begins to operate as an interface of
collaborative management. Yet within Morocco, this repositioning remains embryonic: technological instruments still
serve mainly as instruments of verification rather than mechanisms for public-value generation as envisioned by
Moore (1995) and O’Flynn (2007). The partial assimilation of the “public-value governance” paradigm reflects a
transitional stage in administrative learning.

Ethical reasoning emerges as a decisive axis in this evolution. Auditors voiced apprehension about algorithmic opacity,
automated bias, and diluted accountability. Such concerns align with Munoko, Brown-Liburd, and Vasarhelyi (2020),
who emphasize that artificial intelligence complicates moral agency in auditing. Likewise, anxieties surrounding data
accumulation and informational dependency echo Zuboff’s (2015) critique of surveillance capitalism, where pervasive
monitoring erodes civic confidence. These convergences underscore the necessity of regulatory architectures tailored to
the normative particularities of public institutions.

Competence formation appears as another structural hinge. Although respondents appreciate the strategic importance of
digitization, many confessed insufficient readiness to exploit analytic environments fully. This observation parallels
Agostino, Saliterer, and Steccolini (2022), for whom technological transitions demand proficiency in algorithmic
reasoning, cybersecurity, and communicative analytics. The Moroccan experience illustrates the difficulty of
synchronizing institutional ambition with individual capability. Consistent with Hinings etal. (2018), digital innovation
attains durability only when supported by collective apprenticeship and cultural reframing.

Automation and advanced analytics demonstrably strengthen performance in anomaly detection and risk calibration.
These tendencies converge with Moffitt, Rozario, and Vasarhelyi (2018), as well as Rogge, Agasisti, and De Witte
(2017), who associate data-driven evaluation with speed and reliability. Yet, unlike advanced economies where digital
oversight is embedded in strategic governance, Morocco’s adoption often follows administrative injunctions rather than
endogenous design. This prescriptive logic, noted also by Manita, Elommal, Baudier, and Hikkerova (2020), constrains
the transformative horizon by subordinating innovation to procedural compliance instead of institutional strategy.

The evidence further indicates a reconfiguration of professional roles. The internal auditor is gradually evolving from
compliance enforcer to guardian of digital integrity—responsible for validating, securing, and interpreting algorithmic
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processes. This trajectory resonates with Power’s (2022) concept of an “audit society 2.0,” where oversight actors curate
informational ecosystems. In Morocco, however, this repositioning remains incomplete: authority structures are still
centralized, and technical independence is circumscribed. The institutional framework thus requires redesign to convert
digital oversight into a genuine instrument of governance legitimacy.

Taken together, the findings reaffirm global insights while clarifying Morocco’s contextual singularities. Echoing
Agostino et al. (2022) and Cordery and Hay (2021), digital auditing emerges as an interlaced transformation encompassing
innovation, culture, and organizational design. Yet, contrary to the seamless integrations reported by Dai and Vasarhelyi
(2016) or Moffitt etal. (2018), the Moroccan configuration demonstrates that progress without preparedness can entrench
asymmetries rather than resolve them. The moral cautions raised by Munoko and Zuboff remain pivotal: absent ethical
governance, algorithmic expansion could erode precisely the trust it purports to secure.

In essence, Morocco’s digital turn in internal auditing constitutes a convergent yet incomplete alignment with
international trajectories. It signals movement toward a foresight-oriented, data-literate, and value-conscious practice,
while exposing enduring deficits in competence, coordination, and ethical anchoring. The enduring challenge is to
transmute digital acceleration into sustainable institutional intelligence—embedding technology within a culture of
integrity, methodological vigilance, and perpetual learning.

Ultimately, digitalization must not be perceived as a terminus of modernization but as a continuing epistemic project:
one that redefines how accountability, transparency, and public purpose are collectively enacted.

6. CONCLUSION:

The digital recalibration of Morocco’s public administration constitutes far more than a technological mutation; it
represents a re-engineering of institutional architecture and control rationalities. The inquiry demonstrates that this
metamorphosis, while amplifying transparency and operational coherence, simultaneously generates novel
organizational, cognitive, and normative dynamics. Within this restructured landscape, internal oversight assumes a
pivotal governance function, guaranteeing informational integrity, procedural intelligibility, and decisional legitimacy
across public apparatuses.

In consonance with the perspective of Hinings, Gegenhuber, and Greenwood (2018), this evolution discloses an
institutional dialectic wherein inherited administrative grammars intersect—and occasionally collide—with emergent
algorithmic paradigms. Insights derived from Moroccan practitioners corroborate this tension: technological
instrumentation accelerates precision, adaptability, and oversight efficiency, yet engenders fragilities linked to
cyber-exposure, systemic dependency, and deficits in specialized expertise. Such ambivalence reiterates
Cordery and Hay’s (2021) contention that digital advancement acquires substantive value only when underpinned by
cohesive institutional scaffolding and cultivated professional intellect.

This transformation redefines the epistemic orientation of auditing itself. The function, once confined to procedural
conformity, is being reconstituted as a strategic vector for producing collective value. Aligned with Bryson, Crosby, and
Bloomberg (2014) as well as Moore (1995), the digital audit emerges as a cooperative mechanism that nurtures
accountability and anticipatory governance. Nevertheless, empirical evidence indicates that within Morocco, digitization
is still interpreted as an administrative imposition rather than an integrated governance philosophy—an observation
echoing O’Flynn’s (2007) proposition that authentic reform requires transcending bureaucratic formalism through
participatory, value-driven praxis.

Ethically, digital expansion necessitates vigilant discernment. The mechanization of evaluative routines and the
deployment of artificial cognition invite concerns regarding the erosion of human discernment and the diffusion of
responsibility in algorithmic decision loops. These apprehensions resonate with Munoko, Brown-Liburd, and Vasarhelyi
(2020), who emphasize the moral hazards inherent in delegating assurance to computational agents. In the Moroccan
context, this challenge acquires critical salience: societal trust in public institutions hinges on reconciling
technological acceleration with normative accountability. As Zuboff (2015) argues, no digital economy can sustain
legitimacy without principled stewardship of informational resources.

The decisive determinant of transformation, however, remains human capability. Interview synthesis reveals that despite
infrastructural progress, competence constitutes the nucleus of effectiveness. While auditors acknowledge the strategic
utility of digital instrumentation, many confess inadequate preparation to mobilize its analytical potential. This
diagnosis converges with Agostino, Saliterer, and Steccolini (2022), who maintain that technological adaptation
yields durable benefit only through persistent organizational learning and iterative skill formation. Rampai
(2024) further contends that analytical versatility, structured education, and an ingrained digital ethos now delineate the
pillars of a renewed audit paradigm.

Moreover, the research identifies a paradigmatic reorientation of the auditor’s vocation. No longer confined to
compliance verification, auditors are progressively reimagined as architects of digital governance, entrusted with
safeguarding systemic coherence, informational veracity, and ethical fidelity. This redefinition aligns with Power’s
(2022) articulation of an audit society 2.0, where oversight operates continuously and preventively through integrated
data environments. Within Morocco, nevertheless, this evolution remains embryonic: centralized hierarchies, segmented
coordination, and insufficient technical immersion continue to constrain professional autonomy. Hence, recalibrating
institutional blueprints becomes indispensable to transform digital audit into an authentic catalyst of governance
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legitimacy.

Ultimately, the digital renaissance of Morocco’s audit landscape signifies an inflection in public management thought. It
fortifies visibility, agility, and traceability, yet simultaneously demands renewal of regulatory doctrine, expertise
development, and ethical vigilance. The empirical synthesis affirms that digital instrumentation substantially elevates both
the efficacy and strategic resonance of internal audit practices, while its comprehensive consolidation still depends upon
human proficiency, institutional symbiosis, and the assimilation of a mature digital conscience.

The enduring imperative lies in configuring a governance architecture that is both intelligent and ethically reflexive—
where auditing transcends surveillance to embody a generative process of trust cultivation and civic validation. Through
the conjunction of invention, integrity, and accountability, Morocco holds the foundational endowments to transform
digital evolution into a sustainable framework for modernization, lucidity, and collective value creation within the public
domain.
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